# АННОТАЦИЯ

**РАБОЧЕЙ ПРОГРАММЫ ДИСЦИПЛИНЫ**

**ИНФОРМАЦИОННАЯ БЕЗОПАСНОСТЬ**

**по специальности 38.05.01 «Экономическая безопасность»**

**специализация - «Экономико-правовое обеспечение экономической безопасности»**

1. **Цели и задачи освоения дисциплины**

**Целью** изучения дисциплины является обучение современным технологиям в области информационных систем, создания и эксплуатации систем защиты информации.

**Задачами** освоения дисциплины являются:

* усвоение знаний по нормативно-правовым основам организации информационной безопасности, изучение стандартов и руководящих документов по защите информационных систем;
* ознакомление с основными угрозами информационной безопасности, правилами их выявления, анализа и определение требований к различным уровням обеспечения информационной безопасности;
* ознакомление с угрозами информационной безопасности, создаваемыми компьютерными вирусами.

# Место дисциплины в структуре ОПОП ВПО

Дисциплина входит в цикл дисциплин вариативной части рабочего учебного плана и имеет.

До начала ее изучения студент должен освоить содержание учебных дисциплин: «Информационные технологии в экономике и управлении» ( ОК-12, ПК-29), «Статистика» (ОПК-1, ПК-31), «Бухгалтерский учет» (ПК-6, ОПК-3), и иметь представление о том, на каких участках своей будущей профессиональной деятельности он сможет использовать полученные знания в рамках компетенций, обусловленных спецификой его предстоящей работы.

Знания, навыки и умения, приобретенные в результате прохождения курса, могут быть востребованы при выполнении курсовых и дипломных работ, связанных как с применением информационных систем готовых пакетов и информационных структур, так и с темой о принятии решений об использовании развивающихся перспективных направлений в сфере информационных технологий и информационной безопасности.

.

# Перечень планируемых результатов освоения дисциплины

|  |  |  |
| --- | --- | --- |
| Индекс компетенции | Содержание компетенции(или ее части)  | Перечень планируемых результатов обучения по дисциплине (модулю), соотнесенных с индикаторами достижения компетенций |
| знать | уметь | владеть |
| ПК-32 |  способностью проводить анализ возможных экономических рисков и давать им оценку, составлять и обосновывать прогнозы динамики развития основных угроз экономической безопасности | основные риски и угрозы экономической безопасности  | составлять и обосновывать прогнозы динамики развития основных угроз экономической безопасности | навыками оценки риски и угроз безопасности, обоснования прогнозов угроз экономической безопасности |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ПКС-3 | способность обнаруживать кризисные явления в организации, разрабатывать и реализовывать планы его оздоровления, использовать методы реорганизации бизнес- процессов; | факторы и угрозы комплексной безопасности организаций, | проводить анализ существующего состояния комплексного обеспечения безопасности организаций | методикой оценки безопасности и принятия решений ее обеспечения |

# О4. Общая трудоемкость дисциплины

Общая трудоемкость дисциплины составляет 2 зачетные единицы (72 часов).

# Образовательные технологии

В ходе освоения дисциплины при проведении аудиторных занятий используются следующие образовательные технологии: лекции, практические занятия, деловая игра.

При организации самостоятельной работы занятий используются следующие образовательные технологии:

* + выполнение самостоятельных практических работ;
	+ работа со специализированной литературой и электронными ресурсами.

# 6.Контроль успеваемости

Программой дисциплины предусмотрены следующие виды текущего контроля: опрос на практических занятиях.

По данной дисциплине предусмотрена форма отчетности – зачет. Промежуточная аттестация проводится в форме: зачет.